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Make sure you can always access your Google Account by keeping this information up to date
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Turn on 2-Step Verification

Prevent hackers from accessing your account with an
additional layer of security.

Unless you're signing in with a passkey, you'll be asked
to complete the most secure second step available on
your account. You can update your second steps and
sign-in options any time in your settings. Go to Security
Settings =

Turn on 2-Step Verification

Second steps

Make sure you can access your Google Account by keeping this information up to date and adding more sign-in options
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Instead of waiting for text messages, get verification
codes from an authenticator app. It works even if your
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First, download Google Authenticator from the Google
Play Store or the iOS App Store.
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Set up authenticator app

In the Google Authenticator app tap the +
= Choose Scan a QR code
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Turn on 2-Step Verification
e To sign in with your authenticator app, turn on 2-

Step Verification.

Instead of waiting for text messages, get verification codes from an authen-
ticator app. It works even if your phone is offline.

First, download Google Authenticator from the Google Play Store or the i0S
App Store.
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Turn on 2-Step Verification

Prevent hackers from accessing your account with an
additional layer of security.

Unless you're signing in with a passkey, you'll be asked
to complete the most secure second step available on
your account. You can update your second steps and
sign-in options any time in your settings. Go to Security
Settings e

Turn on 2-Step Verification

Second steps
Make sure you can access your Google Account by keeping this information up to date and adding more sign-in options
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You're now protected with 2-Step Verification
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‘When signing in you'll be asked to complete the most secure second step, so
make sure this info is always up to date
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How you sign in to Google

Make sure you can always access your Google Account by keeping this information up to date
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Password

Skip password when possible
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2-Step Verification phones

Recovery phone

Recovery email

Google Account PIN

You can add more sign-in options
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2-Step Verification turned on
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Inbox x

Google
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Your Google Account @rsu.ac.th is now protected with 2-Step
Verification. When you sign in on a new or untrusted device, you'll need
your second factor to verify your identity.

Don't get locked out!
You can add a backup phone or get backup codes to use when you don't
have your second factor with you

You can review your 2S5V settings to make changes.

You can also see security activity at
https://myaccount.google.com/notifications



